
VMWare Initial Setup for New Hardware Server 
 
Based on Cloud South E Server hardware with 16 CPU, 128GB memory, 500GB SSD, 1TB HD, 1TB HD 
 
Logon to new server using its VMWare IP based URL. 
 

 
 



First task is to change the VMWare User Session timeout. Click on the Navigator entry in the top of the left column to 
widen it. Click on Manage under the Host entry. Click on the tab for System. Wait for the list to load and display. You 
can click and drag the lower right corner of that display window and drag it down to the lower right of its container 
window to show as much as it will allow.  Look for this entry: click on it to highlight it, then click Edit Option. 
 

 
 
 



Change the value to 7200 the max it will allow to be put in. That is about 2 hours timeout limit with no page updates. 

 
 
 
 
 
 
 



Next is to add the Administrator account to VMWare to replace the root logon. Root is the default account for all Linux 
based systems, because of that any root account that is active is the target for hacker attacks.  
Click on the Security & Users tab. Click on the Add User option. 

 
 
 
 
 



Enter the information as shown here, the password is the one in the spreadsheet for all VMWare Administrator 
accounts. 

 
 
 
 
 
 



Now to activate the new Administrator account. Click on the Host entry in the left side panel to open its display. 
Click on the Actions option, then the Permissions entry. 

 
 
Very well hidden option! I had to research how to assign access to accounts to find this. 
 
 
 



Click on the Add user option. 

 
 
 
 
 
 
 



In the first box, click its down arrow to find the Administrator user entry to select it. Then in the right drop box select the 
Administrator role as shown. 

 
 
No other options need to changed. Click on the Add User button to save the entry. 
 
 
 



Now the Administrator is listed in the users and roles display.  

 
 
 
 
 
 
 



Logout of the root account.  
 

 
 
 
 
 
 



Logon to the server again this time using the new Administrator account.  

 
 
 
 
 
 
 



Again open the Navigator to click in the Host entry. Then on Actions to select Permissions. 

 
 
 
 
 
 
 



Click on the root entry to select it, then on the +Assign option. 

 
 
 
 
 
 
 



Select in the permissions drop list the No Access option. Click on the Assign role to save the change. 

 
 
 
 
 
 
 



Now the root account is disabled from logon. This will have to be redone should Cloud South ever has to do any 
access to the server. They reset the options to only root access and any other users are excluded.  

 
 
 
 
 
 



Now to set the license for VMWare. Again, Click on the Host in the Navigator and its Manage entry. Then click on the 
Licensing tab.  

 
 
 
 
 
 



This license key is the free community license provided for this use. 
Key: J128N-8U20M-38280-088KM-9NFMK 

 
 
Paste in the key and click the Check License button. 
 
 
 



VMWare will validate the key and you click the Assign License button. 

 
 
 
 
 
 
 



VMWare License is applied. Ready to continue with Networking setup. 

 
 


